
©2021 Maner Costerisan. All Rights Reserved.©2021 Maner Costerisan. All Rights Reserved.

SAS 145: School District Edition 
Understanding the Entity and Its Environment and Assessing the Risks of Material 
Misstatement
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Some Good News
Although SAS 145 supercedes and amends many existing sections of 
our standards, we don’t have to change much.  The requirements are 
mostly clarifying in nature.  Plus, we’ve been doing it for a few months 
by now.
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Overview

• Enables auditors to appropriately address the following:
• Understanding the entity’s system of internal control

• Specifically relating to the auditor’s work effort to obtain the 
necessary understanding

• IT considerations, including assessing risks arising from entity’s use of IT
• Determining risks of material misstatement, including significant risks
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Overview

• Effective date
• Audits of financial statements for the periods ending on or after December 15, 2023

• Common areas of deficiencies
• U.S. peer review program

• U.S. and global inspections results from audit regulatory bodies

• Inconsistencies in the interpretation and application of the standards
• Understanding the components of the entity’s system of internal control

• Auditor’s assessment of control risk

• Modernize the standard
• Evolving business environment, including use of Information Technology (IT)

• Converge with the International Standards on Auditing (ISAs)
• ISA 315, Identifying and Assessing the Risks of Material Misstatement 
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Overview
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Overview

Audit risk: the risk that we issue an incorrect opinion
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Overview

• Risk assessment
• Paragraph .13 of AU-C section 315 states that the auditor 

should design and perform risk assessment procedures to 
obtain audit evidence that provides an appropriate basis for:

• The identification and assessment of risks of material 
misstatement, whether due to fraud or error, at the 
financial statement and assertion levels, and

• The design of further audit procedures in accordance with 
AU-C section 330
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Overview

• Identifying and assessing risk of material misstatement
• AU-C section 200 requires the auditor to exercise 

professional judgment in planning and performing an audit
• This includes planning and performing an audit with 

professional skepticism
• For purposes of GAAS, a risk of material misstatement exists 

when:
• There is a reasonable possibility of a misstatement occurring
• If it were to occur, there is a reasonable possibility of the 

misstatement being material
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Overview

Significant risk
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Overview

• Identifying and assessing risk of material misstatement
• Risks reside at the financial statement level or the assertion 

level (or both)
• Financial statement level

• Pervasive  (i.e. mgmt. override of controls)
• Assertion level

• Relate to one or more relevant assertions in a class of transactions, 
account balance, or disclosure (i.e. completeness of AP)

• Both
• Management override may also relate to assertion-level risks of 

revenue overstatement



©2021 Maner Costerisan. All Rights Reserved.

Overview

• Identifying and assessing risk of material misstatement is 
iterative and dynamic and is interdependent with the following:
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Overview

• Assessing risk (AU-C section 315) and performing further audit 
procedures (AU-C section 330)

• Clear linkage between identified RMM, the assessment of those risks, 
and further audit procedures performed in response to the risks

• AU-C section 315 topped the list for most common MFC-related findings 
in peer reviews with AU-C section 330 as a close second
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Overview

• Risk assessment procedures
• Paragraph .14 of AU-C section 315 states that the risk assessment procedures should 

include the following:
• Inquiries of management and other appropriate individuals
• Analytical procedures
• Observation and inspection

• We are required to perform risk assessment procedures to obtain understanding of the 
following:

• The entity and its environment
• The applicable financial reporting framework
• The entity’s system of internal control
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Overview

• Inherent risk factors

• Spectrum of inherent risk

• Significant class of transactions, account balance, or disclosure

• Relevant assertion and reasonable possibility

• Significant risk

New and Revised Risk Assessment Terminology and Concepts
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Obtaining an Understanding of the Entity and the 
Applicable Financial Reporting Framework



©2021 Maner Costerisan. All Rights Reserved.

Obtaining an Understanding of the Entity and the 
Applicable Financial Reporting Framework

• Inherent risk factors
• Complexity

• Nature of the information or the way that the information is prepared

• Subjectivity
• Inherent limitations in the ability to prepare information in an objective manner

• Change
• Events or conditions that affect the entity’s business 

• Uncertainty
• Arises when it is not possible to prepare financial information based only on sufficiently precise 

and comprehensive data that is verifiable through direct observation

• Susceptibility to misstatement due to management bias or other fraud risk factors 
• Incentives or pressures
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Obtaining an Understanding of the Entity and the 
Applicable Financial Reporting Framework

• Paragraph .19 of AU-C section 315 states that we continue risk 
assessment by performing procedures to obtain an understanding of:

• The following aspects of the entity and its environment:
• Organization structure
• Ownership and governance
• Business model, including the extent to which it integrates the use of IT
• Industry, regulatory, and other external factors
• Measures used, internally and externally, to assess the entity’s financial 

performance
• The applicable financial reporting framework and the entity’s accounting 

policies and the reasons for any changes 
• How inherent risk factors affect the susceptibility

• This is our “understanding the entity” form
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Obtaining an Understanding of the Entity and the 
Applicable Financial Reporting Framework

• Understand ability of the District to make unilateral decisions and ability of other governmental 
entities to control or influence the District’s mandate and strategic direction

• Consider relevant District activities, such as related programs, program objectives and strategies, and 
public policy elements

• Obtain information from additional resources, such as auditors involved in performance or other 
audits related to the District

• Inquire of internal audit function about matters related to noncompliance with laws and regulations 
and control deficiencies

• Consider inspecting documents prepared by management of the District (for example, documents 
related to performance reporting)

School District Considerations
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Obtaining an Understanding of the Entity and the 
Applicable Financial Reporting Framework

• Budget philosophies

• Debt and investment management

• Primary sources of revenue, such as property taxes, appropriations, and grants

• Federal, state, and local laws and regulations governing the general operations of the District and its 
component units

• Factors affecting the continued functioning of the District, such as the presence or absence of 
taxpayer initiatives that limit its budget growth or addition of services

School District Considerations
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Obtaining an Understanding of the Entity’s 
System of Internal Control
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Obtaining an Understanding of the Entity’s 
System of Internal Control
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Information System & Communication

• Doing so supports our identification and assessment of risks of material misstatement at the assertion level

• Control Activities
• Required to identify specific controls, evaluate the design, and determine whether the controls have been implemented
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Purpose of understanding the components

• Assists in developing initial expectations about various items such as classes of transactions, account balances, and 
disclosures that may be significant

• Expectations can be used to determine the extent of understanding of the entity’s information-processing activities to be 
obtained

• Inherent risk
• Our assessment of inherent risk may influence the identification of controls in the control activities component

• Remember, the higher on the spectrum of inherent risk a risk is assessed, the more persuasive the audit evidence must be

• If not testing controls, then IR = RMM
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Information System and Communication

• We fulfill this requirement by understanding the following:
• The entity’s information-processing activities, including its data and information

• The resources to be used in such activities
• The policies that define how information flows through the entity’s information system 

for significant classes of transactions, account balances, and disclosures
• What are we talking about?  WALKTHROUGHS
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Information System and Communication

• Understanding risks to the integrity of the information system include the following:

• The competence of the individuals undertaking the work

• Whether there are adequate resources

• Whether there is appropriate segregation of duties

• Matters to consider when understanding the policies that define the flows of information include:

• The data or information relating to transactions, other events, and conditions to be processed

• The information processing to maintain the integrity of that data or information

• The information processes, personnel, and other resources used in processing information

• How do we obtain the understanding?

• Inquiries

• Inspection

• Observation

• Selecting transactions and performing a walkthrough
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Information System and Communication

• The IT environment relevant to the information system
• Focus on identifying and understanding the nature and number of specific IT applications 

and other aspects of the IT environment that are relevant to the flows of transactions and 
processing of information in the information system

• This may help to identify any risks arising from the use of IT
• This should be documented on an IT environment form and perhaps a separate IT General 

Controls form
• Remember scalability

• Even in a less complex entity, which may require less effort to understand the IT 
environment, it is still required

• Communication
• Should perform risk assessment procedures to understand how an entity communicates 

significant matters that support the preparation of the financial statements
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Information System and Communication

• Once we understand the information system and communication, we should complete an 
evaluation

• This should be documented 
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Understanding the entity’s control activities component requires us to do the following:

• Identify the controls that address risks of misstatement at the assertion level
• Identify any IT applications used or other aspects of IT that may create risk
• Identify risks arising from the use of IT and the controls that address them
• Evaluate the design and implementation of identified controls in the control activities component
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Required to identify the controls that address risks of misstatement at the assertion level:

• Controls that address a risk that is determined to be significant
• Presumed significant risks: management override of controls, revenue recognition, and related party transactions that are significant 

unusual transactions

• Also consider nonroutine events not subject to routine controls and management’s responses intended to deal with these risks

• Controls over journal entries and other adjustments as required by AU-C section 240
• Controls related to assessed risks of material misstatement due to fraud (i.e. management override of controls)

• Controls for which the auditor plans to test operating effectiveness
• Generally we do not test controls in a financial statement audit 

• Other controls that, based on auditor’s professional judgement, the auditor considers are appropriate to enable the auditor 
to meet the objectives with respect to risks at the assertion level

• Controls that address risks assessed as higher on the spectrum of inherent risk but have not been determined to be a significant risk

• Controls related to reconciling detailed records to the general ledger

• Controls related to accounting estimates

• Complementary user entity controls, if using a service organization

• Not required to identify and evaluate all controls related to each significant transaction class
• Only the key controls
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Identify any IT applications used or other aspects of IT that may create risk

• Based on the relevant controls identified in the 4 categories on the previous slide, we should identify the IT applications and 
the other aspects of the entity’s IT environment that are subject to risks arising from the use of IT

• For the IT applications and other aspects of the IT environment identified, we should further identify the related risks arising 
from the use of IT, and the entity’s general IT controls that address such risks

• These should be documented

• While we are required to obtain an understanding and identify risks, as noted above, we generally 
assess control risk at high already which then calls for related risks arising from the use of IT to be 
addressed through the design of substantive procedures
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Identify risks arising from the use of IT and the controls that address them

• Primarily unauthorized access or unauthorized program changes as well as risks related to 
inappropriate data changes

• Consider whether there is a risk when an entity uses external service providers for their IT 
environment

• Consider risks related to cybersecurity
• Scalability – when volume or complexity of automated application controls is higher, and 

management is placing greater reliance on those controls for effective processing of transactions, 
there may be more risk
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Risks arising from the use of IT

• Susceptibility of information-processing controls to ineffective design or operation, or risks to the 
integrity of information in the entity’s information system, due to ineffective design or operation 
of controls in the entity’s IT processes

• Consider risks related to:
• How the entity manages access, including privileged access
• How the entity manages program or other changes
• How the entity manages IT operations, including batch or job scheduling
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Obtaining an Understanding of the Entity’s 
System of Internal Control
General IT Controls
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Obtaining an Understanding of the Entity’s 
System of Internal Control
General IT Controls
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Obtaining an Understanding of the Entity’s 
System of Internal Control
General IT Controls
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Obtaining an Understanding of the Entity’s 
System of Internal Control
General IT Controls
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Obtaining an Understanding of the Entity’s 
System of Internal Control
• Evaluate the design and implementation of identified controls in the control activities component

• Auditors should evaluate each control identified in the four categories, or for the entity’s general 
IT controls

• These are our walkthroughs
• Focus on key controls and the relevant assertions that each control addresses
• Is the control, individually or in combination with other controls, capable of effectively 

preventing, or detecting and correcting, material misstatements?
• If the answer is no, we may have a control deficiency

• Evaluate the design of the control first and then determine whether it was implemented 
effectively by:

• Inquiring of entity personnel
• Observing the performance of the control
• Inspecting documents and reports
• Reperforming the control

• Documentation is required
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Obtaining an Understanding of the Entity’s 
System of Internal Control

• Information processing activities:
• Investments and equity interests
• Revenues and receivables
• Capital assets
• Expenses or expenditures
• Interfund, internal, and intra-entity activities

• Generally, the focus is on information coming out of the general ledger
• Munis, School Finance, Skyward, Smart

• What about other systems?
• POS systems (Meal Magic, athletics, student activities)

School District Considerations
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Obtaining an Understanding of the Entity’s 
System of Internal Control

• We will need the help of the IT team 
• Start this process during preliminary fieldwork
• Determine what systems are involved in the preparation of the financial statements
• Determine if there are risks arising from the use of IT within those systems
• Determine the controls that are in-place to address the risks
• Evaluate design and implementation of the identified key controls

School District Considerations
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Identifying and Assessing the Risks of Material 
Misstatement and Further Audit Procedures
• Useful definitions
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Identifying and Assessing the Risks of Material 
Misstatement and Further Audit Procedures
• AU-C section 315 tells us that the auditor should identify the RMMs and determine whether they 

exist in two areas:
• The financial statement level
• The assertion level for classes of transactions, account balances, or disclosures

• The identification of RMMs is performed before consideration of any related controls
• In other words, it is based on inherent risk
• It is based on our preliminary consideration of misstatements that have a reasonable possibility of 

both occurring and being material if they were to occur
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Identifying and Assessing the Risks of Material 
Misstatement and Further Audit Procedures
• Identifying and assessing RMMs at the financial statement level

• Required in order to determine whether the risks have a pervasive effect on the financial 
statements

• May also affect individual assertions
• Influenced by our understanding of the three indirect controls

• The control environment
• The entity’s risk assessment process
• The entity’s process to monitor the system of internal control

• Also influenced by control deficiencies identified in the control environment
• For example, lack of management competence or oversight over the preparation and fair 

presentation of the financial statements
• Fraud or suspected fraud should also be considered here

• i.e. Management override of control
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Identifying and Assessing the Risks of Material 
Misstatement and Further Audit Procedures
• Identifying and assessing RMMs at the assertion level

• Assessed at the assertion level in order to determine the nature, timing, and extent of further audit 
procedures necessary to obtain sufficient appropriate audit evidence

• For identified RMMs at the assertion level, the auditor should assess inherent risk by determining the 
likelihood and magnitude of misstatement

• Low, moderate, high (or not relevant)

• The higher the risk, the more significant the risk is, and the more persuasive audit evidence is required

• For identified risks that are significant, required responses include:
• Controls that address significant risks are required to be identified, with a requirement to evaluate whether 

the control has been designed effectively and implemented

• Controls that address significant risks are required to be tested when the auditor plans to rely on their 
operating effectiveness

• Substantive procedures are to be planned and performed that are specifically responsive to the identified 
significant risk

• Required to communicate significant risks to those charged with governance
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Identifying and Assessing the Risks of Material 
Misstatement and Further Audit Procedures
• Identifying and assessing RMMs at the assertion level
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Identifying and Assessing the Risks of Material 
Misstatement and Further Audit Procedures
• Completing Risk Assessment Procedures

• Evaluate whether the audit evidence obtained from the risk assessment procedures provides an 
appropriate basis for the identification and assessment of the RMMs

• Remember professional skepticism – is there any contradictory evidence to consider as well?
• For material classes of transactions, account balances, or disclosures that have not been 

determined to be significant, the auditor should evaluate whether the determination remains 
appropriate

• If necessary, revise the risk assessment.  Remember it is dynamic and iterative.
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Identifying and Assessing the Risks of Material 
Misstatement and Further Audit Procedures
• Linking risk assessment to further audit procedures

• The auditor should perform substantive procedures for each relevant assertion of each 
significant class of transactions, account balance, and disclosure

• If we have determined that an assessed RMM at the relevant assertion level is a significant risk, 
we should perform substantive procedures that are specifically responsive to that risk

• When the approach to the significant risk consists only of substantive procedures, those 
procedures should include tests of details

• Consider utilizing the comments section of each audit area in the risk assessment form to provide 
details linking risk assessments to further audit procedures
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Identifying and Assessing the Risks of Material 
Misstatement and Further Audit Procedures

• Significant risks identified should be communicated to those charged with governance
• How will the board respond?

• Has anything happened during FY-24 (or after year-end) that could be considered a new risk or a 
heightened risk?

• Turnover in key personnel

• Fraud

• NOCLAR

• Budgets

• Change in systems 

• Change in internal controls

School District Considerations
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Key Takeaways

• Risk assessment concepts are principles based, methodology agnostic, and scalable; 
risk assessment is a dynamic and iterative process

• New and revised risk assessment terminology and concepts, including significant 
risks

• Clarified work effort related to understanding each of the components of internal 
control, including enhanced guidance on IT

• Several new requirements:
• Separately assess inherent risk and control risk
• “Maximum” control risk when controls are not tested for operating effectiveness
• Risk assessment “stand-back”
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State and Local Governments A&A Guide

• Includes both pre-SAS 145 and post-SAS 145 guidance

• Chapter 4 revisions:
• Five new inherent risk factors: subjectivity, complexity, uncertainty, change and susceptibility to misstatement due to 

management bias or fraud

• Requires separate assessments of inherent and control risk

• If no tests of controls are performed, RMM = Inherent Risk

• Requires “sufficient, appropriate” evidence as basis for risk assessment

• Stand-back requirement for material classes of transactions, account balances, or disclosures not assessed as significant
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Compliance Audits

• The concept of significant risk does not apply

• Identified controls for which the auditor evaluates design and determines implementation differ from 
financial statement audit

• Do not include controls over significant risks

• Include controls required to be tested for operating effectiveness by the governmental audit requirement

• Inherent risk and control risk are assessed for each applicable compliance requirement
• Inherent risk takes into account inherent risk factors

• Remember we are required to design our audit procedures to support a low assessed level of control risk of noncompliance

• Document identified and assessed risks and rationale for significant judgments

• Sample sizes may change depending on how populations are defined and how we risk assess each 
direct and material compliance requirement

Reminders, Clarifications, and Changes
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Questions?
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Thank you
Contact Information

Dave Nielsen: dnielsen@manercpa.com
Nick West: nwest@manercpa.com 

mailto:dnielsen@manercpa.com
mailto:nwest@manercpa.com
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