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Introduction

Alexis has over seven years of information security, control and IT audit 
experience in a number of industries, including technology, healthcare, 
service, insurance, and public sector industries. 
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Assessments, IT risk assessments, IT audits, security & privacy 
assessments (GLBA, HIPAA/HITECH), and security policy reviews. 
Alexis holds a MS degree in Accounting and Information Systems from 
Michigan State University. 
Alexis is a Certified Public Accountant (CPA), a Certified Information 
Systems Auditor (CISA), a Certified HITRUST CSF Practitioner (CCSFP), 
and an ISO 27001 Lead Auditor.  



MYTH #1
Sophisticated technology will 
protect your systems from 
hackers

TRUTH
The source of most attacks is 
weak passwords and 
phishing. 

(63% of confirmed data breaches 
involved passwords) 



MYTH #2
IŀŎƪŜǊΩǎ ǎǇŜƴŘ ƘƻǳǊǎ ŀƴŘ 
weeks to target attacks

Our systems will notify us of 
breaches immediately

TRUTH
93% of breaches took 
minutes to compromise but 
it takes organizations over 2 
weeks or more to discover a 
breach



MYTH #3
Hackers are sophisticated 
ŀƴŘ ǿŜ ŎŀƴΩǘ ƪŜŜǇ ǳǇ

TRUTH
97% of the breaches are 
avoidable


